
Privacy Policy Principles 
- Personal data is collected fairly and legally, its storage and management are transparent and 

consensual. 

- The nature and extent of the data collected are limited to the necessity. 

- Personal data is stored in a form that is only identifiable until the data should be available for 

purposes of data management. 

- We take every measure possible for the safety of the stored personal data, and the prevention 

of illicit handling, access, loss or damage in any form. 

- In exceptional cases, certain personal data are subject to statutory requests. In this case the 

user will be warned separately. 

- In some cases, the handling of personal data may be a 3rd party’s legal interest. 

- We take all necessary steps to make sure the stored personal information is up to date. 

Company Information 
- Name: Tauri Network Kft 

- Headquarters: 6239 Császártöltés, Dózsa György utca 17 

- Site: 2400 Dunaújváros, Dózsa György út 19 4/1 

- Website: http://tauri.hu 

- Post Address: 2400 Dunaújváros, Dózsa György út 19 4/1 

- Phone number: +36-25/742-472 

- E-mail address: info@tauri.hu 

- Tax Number: 14899566-2-03 

- Trade register number: 03-09-118784 

Data Handlers 
a) We use the following data processors to ensure a high quality of service 

- Taxation and Tax services: Tax-Bridge Gold Kft, 1173 Budapest, 544 utca 24. 

- Premium SMS services: InFo-Tech 2006 Bt, 2724 Újlengyel, Határ út 12. 

- Debit card payments: OTP Bank Nyrt, 1051 Budapest, Nádor u. 16. 

In case this information is changed we make sure our users are notified separately from 

this document. 

b) Data Handled by our company: 

- Website visits: this data is needed to ensure the site’s intended and high-quality 

operation, furthermore to upkeep and verify the quality of our services and to 

help repairs if necessary. This data is also used to prevent malicious attacks, 

measure attendance and other statistical purposes. The legal basis of this is the 

legitimate interest of our company. Data handled in this case: IP address, date of 

the visit, visited subpages, operating system and web browser information. We 

store this information for up to 12 months. 

- Registration on our website. Registration of a user account is imperative to 

access our services. All personal data is attached to the user account, e.g. balance, 

purchases, etc. Its legal basis is the voluntary contribution. Managed data: email 
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address, username, IP address. This data is stored and handled until the closure 

of a user account, or until the consent is withdrawn. 

- Secret question / answer: Optional choice of user authentication to further 

ensure the security of the user account, for which a separate consent is required 

from the user. The user’s secret question and answer are stored until their 

registration is canceled or the consent is withdrawn. 

- Phone number: Optional choice of user authentication to further ensure the 

security of the user account, for which a separate consent is required from the 

user. The phone number is stored until their registration is canceled or the 

consent is withdrawn.  

- Full Name, Address (only in case the user requires an invoice of their purchase) 

The legal basis is consensual. Duration of data handling and storage is determined 

by the Accounting law. 

- Personal messages: the legal basis of this is the user’s consent. This data is stored 

until the user’s account registration is canceled or the consent is withdrawn. 

- We only require personal data from users for registrations, logins and making 

purchases. 

- For further information about handling and processing personal data our contact 

us with our email address: info@tauri.hu. All privacy related questions are 

answered within a maximum of 1 month. 

Cookie information 
Cookies are small data stores which are stored on users’ computers by their web browser, when 

using a website. In most web browsers cookies are enabled by default and can be disabled and 

removed any time by the user. Most cookies we use do not require acceptance and they are only 

used for the sole purpose of authentication and normal operation of our services. Any exceptions 

are highlighted in the list below: 

username 
- Validity: until signing out from the session. 

- Description: The user’s registered account name, which is used for authentication on 

the page. 

pasw 
- Validity: until signing out from the session. 

- Description: The user’s registered password in an irreversibly encrypted form, which is 

used for authentication on the page 

autorefresh 
- Validity: duration of the session. 

- Description: Automatic page refresh cookie which is used for convenience in one or 

more of our services 

sessionId, tSesssionId 
- Validity: duration of the session. 

- Description: internal system cookie which is used for identifying the user’s session. 
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tauriweb_language 
- Validity: 30 days. 

- Description: the display language of the website that the user has selected. The data is 

stored to ensure that the user is always greeted in the language of their choice. 

loginexpire 
- Validity: duration of the session. 

- Descriptions: user’s have the option to specify their session duration before logging in 

to the site, this cookie stores this time. 

chah_filters 
- Validity: 1 hour. 

- Description: This cookie is used for one of our services: “Character AH”, to store search 

filter parameters the user has specified. This data is stored for convenience to ensure 

that the filter parameters don’t reset when refreshing the site or navigating to a 

different page. 

logined 
- Validity: duration of the session. 

- Description: A temporary cookie that manages the user’s login status. 

cookieagreement 
- Validity: 30 days. 

- Description: A cookie for not registered visitors of the site to alert them to our privacy 

policy and cookie usage. If the user accepts our privacy policy and cookies, this cookie 

is stored to remember their approval. 

RAFREDIRECT 
- Validity: 30 minutes. 

- Description: This cookie is used for one of our services: “Recruit a Friend” for 

convenience. This cookie is used when a user has a pending invitation request, in which 

case he is redirected to a page (once in every 30 minutes) to ensure they don’t miss out 

on the advantages of the service, where he can accept the request. 

You can read more information regarding third party cookies here: 

https://www.google.com/policies/technologies/types/,   and about privacy policy here: 

https://www.google.com/analytics/learn/privacy.html?hl=hu. 

Privacy Notice 
The user’s personal information is voluntarily provided after accepting our rules and privacy 

policy. The user must ensure that the provided data are correct and true. A user can only provide 

the personal data of another person in case they have the required authorization to do so. The 

contribution to data handling can be revoked any time free of charge with a written statement of 

withdrawal of the acceptance of our rules and privacy policy.  
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The withdrawal is processed in a maximum of 30 days due to technical reasons. In addition, 

certain data can be held and handled after the withdrawal of the consent for legal purposes and 

to fulfill legal obligations (e.g. Account law § 169, Consumer Protection law 17 / A §). 

The operator uses certain technical, organizational and security measures to protect and 

safeguard the handled data, which provides an adequate level of protection to possible emerging 

data management risks. The operator’s IT system and network are protected against computer-

assisted fraud, espionage, sabotage, vandalism, fire and flood, as well as computer viruses, virtual 

incursions, and denial of service attacks. The operator shall ensure server-, and application-level 

security procedures. 

We inform our users that electronic messages sent regardless of any internet protocol (email, 

web, ftp, etc.) are vulnerable to network threats against personal data, which are against the 

users’ personal data. The operator takes all reasonably precautions to prevent such threats. 

Systems are monitored to record all security deviations, and to provide proof of all security 

events. This monitoring also allows the operator to ensure the effectiveness of the applied 

security measures. 

Sent out eDMs (electrical digital marketing mails) are monitored for security and quality assurance 

reasons, feedbacks are also stored in the operators own database. 

The data management remedies are provided to the users by the Data Protection Act, §16A and 

§17. 

Handling and Issuing Data 
Our company only ever transmits data to a third party based on legal provisions. We never 

transmit data for marketing purposes. 

We only ever transmit data abroad on legal basis in accordance with applicable data protection 

laws. 

Our company stores all personal data with every security measure necessary and will do its utmost 

to ensure the availability and integrity of the data stored, and that unauthorized personnel never 

has access to the data stored. 

Our users are required to keep their password and other identifying information secret from 

others (such as authentication keys, secret question). Failure to do so my compromise the privacy 

of the user account in which case our company cannot be held responsible. 

Legal Remedies 
All our users have the right to request further information of our privacy policy and data 

management. The users also have the right and the ability to request any modification or deletion 

if their personal data. Users have the right to withdraw their consent and to request the removal 

or locking of their personal data. In addition, users have the right to file a complaint which further 

described on the following site: https://naih.hu/panaszuegyintezes-rendje.html 

Any legal request is answered and in a maximum of 30 days. In the event of failure to do so, the 

user have the right to apply for a court after the deadline.  
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Relevant Legislations 
a) Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on 

the protection of natural persons with regard to the processing of personal data and on the 

free movement of such data (General Data Protection Regulation) 

b) Act CXII of 2011 on Informational Self-determination and Freedom of Information 

c) Act V of 2013 on the Civil Code of the Republic of Hungary 

d) Act CVIII of 2001 on certain issues of electronic commerce services and information society 

services 

e) Act C of 2003 on Electronic Communications 

f) Act CLV of 1997 on Consumer Protection 

g) Act CLXV of 2013 on Complaints and Public Interest Disclosures 

h) Act XLVIII of 2008 on the Basic Requirements and Certain Restrictions of Commercial 

Advertising Activities  

i) Act C of 2000 on Accounting 

Closing Provisions 
The operator reserves the right to change these terms and conditions at any time. In case that 

any of these terms and conditions are void, or proved to be against the law, they do not affect the 

other sections of this document. Terms and conditions considered to be void are handled in a 

legitimate way which is as close as possible in meaning to the original provision. This legislation 

also applies in case of shortcomings in certain terms and conditions. 


